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HIM3110 Privacy and Security Management 
3 Semester Credit Hours 

 

Student Learning Outcomes and Enabling Objectives 

1. Research privacy and security rules and regulations that apply to healthcare. 
a. Describe the HIPAA security rule. 
b. Describe the HIPAA privacy rule.  
c. Explain how the Center for Medicare and Medicaid Services (CMS) regulations 

are utilized in medical records. 
 

2. Explain how to minimize risk surrounding data management in healthcare.  
a. Identify types of risk and data protection measures utilized in HIM. 
b. Investigate privacy and security tools that can be implemented to mitigate risk 

including a risk assessment. 
 

3. Develop a framework that incorporates policies to protect patient data. 
a. Research applicable regulations related to healthcare privacy and security.  
b. Investigate ethical challenges and resolutions. 
c. Create policies that promote ideal ethical outcomes. 
d. Design a reporting process (i.e. fraud, neglect, abuse, breach of confidentiality). 

 

Big Ideas and Essential Questions 

Big Ideas 
• Privacy and security rules and regulations 
• Data risk management 
• Data management framework 

Essential Questions 
1. How do privacy and security regulations drive data management?  
2. How does a HIM professional minimize risk of data management? 
3. How does a HIM professional develop a framework to protect patient data? 

 

These SLOs are not approved for experiential credit. 

Effective: Fall 2024 
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